
 

Second layer information on video surveillance at the Free 

University of Bozen-Bolzano 

This information supplements the content of the simplified information and is provided according 

to art. 13 GDPR, art. 3.1. of the Decree of the Italian Data Protection Authority on video 

surveillance of 8 April 2010, Guidelines no. 3/2019 of the European Data Protection Committee 

and the internal Regulation of the Free University of Bozen-Bolzano on video surveillance in order 

to inform you that video surveillance systems are in operation within the structures of the Free 

University of Bozen-Bolzano, in compliance with the above mentioned decrees and in respect of 

your rights. 

1. Simplified information according to Art. 3.1 of the video surveillance decree 

1.1 The areas under video surveillance are marked by signs, which are clearly visible under 
any lighting conditions and which also indicate the intended purpose. These signs are 
placed before the range of the cameras or in their immediate vicinity. 

2. Data Controller and DPO 

2.1 The Data Controller is the Free University of Bozen-Bolzano, with its headquarters in Piazza 
Università 1, 39100 Bozen-Bolzano, in the person of the President and legal representative 
pro tempore. 

2.2 The Data Protection Officer (DPO) can be contacted at the following e-mail address: 
privacy@unibz.it. 

3. Purpose of the data processing 

3.1 Video surveillance systems have been installed for the following purposes: 

• safety and security of university staff, students and other visitors to university 
structures; 

• protection of the University's property assets; 

• protection of the movable property of the University and the internal users; 

• prevention of vandalism. 

4. Lawfulness of processing 

4.1 The video surveillance activities carried out by the Free University of Bolzano are lawful 
since they are based on the pursuit of a legitimate interest (Art. 6, par. 1, lit. f) GDPR), 
which must include the purposes indicated in point 3.1 of this information. 

5. Recipients or categories of recipients of personal data 

5.1 The recipients of personal data acquired by means of video surveillance systems on behalf 
of the Free University of Bozen-Bolzano are: 

• the external company that carries out the surveillance activity on behalf of the Free 
University of Bozen-Bolzano; and the cooperative that manages the Welcome desk of 
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the University can access the live video recordings and have been designated as data 
processor for this purpose pursuant to Art. 28 GDPR. 

• employees and supervisors, expressly designated and authorized, both to access the 
premises where the control stations are located and to use the systems and, in cases 
where it is indispensable for the purposes pursued, to view the images, who have 
been given specific instructions. Authorized persons have different levels of access, 
depending on their specific tasks. 

5.2 The processed data is not disseminated and is not disclosed to third parties, except to the 
authorities and the judicial police. 

6. Type of data processed 

6.1 The video surveillance systems of the Free University of Bozen-Bolzano record images on 
special storage media and may also concern common personal data. 

7. Transmission of data to third countries 

7.1 Your data will not be transferred outside the European Economic Area (EEA). 

8. Retention period 

8.1 The recorded images are retained and accessible by authorized persons for a period not 
exceeding 72 hours, without prejudice to periods of closure of the facility or special 
requirements for further retention in connection with investigations by the Judicial Police 
or requested by the Judicial Authority for such further periods as may be necessary to 
fulfil the purposes for which the images are collected. 

8.2 The systems are programmed in such a way as to automatically delete information on 
expiry of the retention period, also by overwriting the data. 

9. Rights of the data subject 

9.1 The data subject may exercise the rights set forth in sections 2, 3 and 4 of Chapter III of 
the GDPR (e.g., access to personal data, rectification or erasure of the same, restriction 
of processing of the data or opposition to their processing). 

9.2 The data subject also has the right: 

• to revoke consent at any time without, however, affecting the lawfulness of the 
processing based on the consent given prior to revocation;  

• file a complaint with a supervisory authority (Garante della Privacy 
www.garanteprivacy.it) as well as to exercise the other rights recognized by the 
applicable law (Art. 15 ff. GDPR). 

Regarding the exercise of these rights, you may send your request to privacy@unibz.it. 


